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Tip #1: Know what you have 

installed on your computer

– If you own a PC, then you can run a free home-use program called Belarc

Advisor to get a list of software on your computer.

https://www.belarc.com/products_belarc_advisor

https://www.belarc.com/products_belarc_advisor




Summary



Computer Users

You can tell

– Who is using the computer 

and when they last logged on

– What systems are using the 

computer

– And the type of access those 

people or systems have



Software License Keys

– The Belarc Report also lists your software license keys, good in case you ever 

need to call for support about a product. 



Full listing of the software 

installed on your computer



Tip #2: Antivirus Software

– Antivirus software (AV software) is 
programs that are designed to prevent, 
identify, detect, and remove malicious 
software, called malware, and computer 
viruses.

What is antivirus 
software?



But many experts recommend 

having 2 antivirus programs

– Windows Defender is packaged with the Windows Operating system and Google 

Chrome and Apple computers have the equivalent.



How do I know if my antivirus 

software is adequate?

– We recommend 4/5 stars minimum.

https://www.pcmag.com/picks/the-best-security-suites

https://www.pcmag.com/picks/the-best-security-suites


Tip #3: Patching
– Patching is updating the software on your computer.



How do you update your 

computer’s software?

In Windows, type 

“Check for Updates” 

in the Search bar in the 

bottom left corner of 

your screen.



Windows Update



Windows Update –

Advanced Option



Tip #4: Firewall
– Make sure the firewall that comes with your operating system is turned on.



Mac Computers Have an 

Equivalent

https://support.apple.com/guide/mac-help/a-firewall-prevent-unwanted-connections-mac-mh34041/mac

https://support.apple.com/guide/mac-help/a-firewall-prevent-unwanted-connections-mac-mh34041/mac


Four Tips

1. Know what is installed on your computer

2. Make sure you have good antivirus software, maybe even 2 kinds.

3. Check to make sure your computer programs have been updated

4. Make sure your computer’s operating system firewall is ‘on’



A Note of Caution

– Consider the Belarc report you run on your 

computer sensitive information and treat it as 

such.  It contains

– Computer vulnerabilities

– Information about your home network

– User names and their type of access



For more information

– Patching https://youtu.be/bpFkl1PTjuA

– Windows Defender

https://youtu.be/M8Um1c2B58c

https://youtu.be/bpFkl1PTjuA
https://youtu.be/M8Um1c2B58c


Belarc Advisor

– https://www.belarc.com/products_belarc_advisor

https://www.belarc.com/products_belarc_advisor


Thank you for 

attending the 

Cyber-in-a-Box 

Library Program

Visit us at 
www.wyocan.org

http://www.wyocan.org/

